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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TS 28.824 Study on network slice management capability exposure v0.4.0
[2]	S5-221089 pCR 28.824 Skeleton restructuring proposal

3	Rationale
Based on the SA5#141e meeting discussion about the skeleton proposal in S5-221089 [2], to reach an agreed skeleton before the next SA5 meeting, it is proposed to change the 4.2. Key issues to 4.2 Issues in draft TS 28.824 [1] to avoid confusion with the existing use cases clauses.
As Huawei commented (see background for this below) in SA5#140e, we have prepared the corresponding TR skeleton restructuring changes based on the latest email approved TR 28.824-040 [1].
Background for this proposal:
· See email discussion of <Re: [SA5#140e], 6.5.4-FS_NSCE, GROUP#3(S5-216384/S5-216385) Clarifications on clause 5-7 overview>

S5-216384 Clarifications on clause 5 use cases (Ericsson LM, Deutsche Telekom)
	No.
	Company name
	Support to tdocs 
	Comments

	1
	Huawei
	 
	What is the relation of the issues of these UCs and the 4.2 key issue clause? 
So far, there are mixing UCs and KIs in the TR 28.824, suggest to merge the UCs with the KIs in the TR, please see TR 28.813 as a good example for the clauses organizing of a TR (just Key Issues and potential solutions).
Eri-1811: This pCR does not address the relation between UCs and key issues, but propose some changes to existing text in the TR. Therefore I cannot address with this pCR. Propose that you bring a pCR addressing the question you ask.



It is proposed to do TR skeleton changes in draft TS 28.824 [1].
· NO technical changes are proposed, the proposed changes are ONLY focusing on the TR skeleton restructuring.
· The intention of this proposal is to make the TR 28.824 more neat (avoiding too many use cases which should be treated in TS stage) and to facilitate the SA5 management exposure discussion.

4	Detailed proposal
[bookmark: _Toc5114131][bookmark: _Toc5114133][bookmark: OLE_LINK1][bookmark: OLE_LINK2]This document proposes the following changes in TR 28.824 [1].
	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st Change



[bookmark: _Toc89291437]4.2	Key iIssues
[bookmark: _Toc89291438]4.2.1	Issue #1: Types of NSCs
The problem of network slice capability exposure is mostly relevant for B2B/B2B2C market, where Network Slice as a Service (NSaaS) [1] model applies. In this regard, different types of NSCs can be found.
· Baseline vertical customer: it corresponds to a NSC which is only interested in monitoring the network slice, to verify it behaves as expected, according to the SLA. This NSC does typically have no telco experience, and is associated to a network slice that is entirely deployed on a PLMN. The capabilities offered to a baseline vertical customer includes the ability for this NSC to receive information on subscribed items, including network slice status (e.g. active, inactive) and subscribed management data (e.g., KPIs, events/logs, trace data, etc.). The profile of this NSC type is a ‘passive NSC’. 
· Advanced vertical customer: it corresponds to an NSC which requests (to the NSP) a dedicated network slice for the provision of PNI-NPN services. In this scenario, a portion of the network slice is deployed within the NSC premises (e.g., RAN, UPF) and the other portion (e.g., 5GC control plane functions) is hosted by one or more PLMN nodes. Unlike the baseline vertical customer, this new NSC does typically have (yet limited) telco knowledge, and wants to retain certain control over the allocated network slice. The capabilities offered to an advanced vertical customer might include (i) monitoring capabilities, i.e. the same capabilities offered to a baseline vertical customer and (ii) device configuration capabilities, i.e. provision of parameters for battery, mobility and communication patterns associated to the device, (iii) edge discovery/selection, e.g. in case the vertical wants to deploy workloads on the telco edge cloud. 
· Hyperscaler: it corresponds to a NSC which requests (to the NSP) a dedicated network slice to provide a service-tailored connectivity pipe to a NSC’s customer. With some enterprises (i.e., NSC’s customer) starting to migrate workloads towards hyperscaler nodes, it is necessary for the hyperscaler (i.e., NSC) to provide SLA guarantees to these enterprises, especially for critical processes/services. However, the hyperscaler does not have network resources between its cloud nodes and customer premises, and therefore has to ask the mobile network operator (i.e., NSP) to set up a network slice between these endpoints. The capabilities offered to a hyperscaler might include (i) monitoring capabilities, i.e., the same capabilities offered to a baseline vertical customer; (ii) quality on demand, i.e. dynamic QoS and bandwidth management; (iii) policy control. 
· Mobile (Virtual) Network Operator.
NOTE 1: In all the above cases, the NSP role is assumed to be played by an MNO. 
NOTE 2: The capabilities mentioned above are neither exhaustive nor accurate, but examples to motivate the need for considering different NSC types.
The NSC types within the scope of FS_NSCE should be use case driven.



	End of change



